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NUCLEAR REGULATORY
COMMISSION

Privacy Act of 1974; Republication of
Systems of Records Notices

AGENCY: Nuclear Regulatory
Commission.

ACTION: Republication of Systems of
Records Notices.

SUMMARY: The Nuclear Regulatory
Commission (NRC) has conducted a
comprehensive review of all its Privacy
Act Systems of Records. The NRC is
revising and republishing all its systems
of records (systems) notices as a result
of this review. Two of the system
notices include proposed revisions that
require an advance period for public
comment. One new system is being set
up with records previously noticed
under an already existing system. The
remaining systems revisions are minor
corrective and administrative changes
that do not meet the threshold criteria
established by the Office of Management
and Budget (OMB) for either a new or
altered system of records. These changes
are in compliance with OMB Circular
No. A-130, Appendix I.

EFFECTIVE DATES: The revisions to
systems NRC-26 and NRC—-40 and
establishment of new system NRC-1
will become effective without further
notice on October 30, 2000, unless
comments received on or before that
date cause a contrary decision. If
changes are made based on NRC'’s
review of comments received, a new
final notice will be published.

All other revisions included in this
republication are complete and accurate
as of January 31, 2000.

ADDRESSES: Send comments to:
Secretary, U.S. Nuclear Regulatory
Commission, Washington, DC 20555—
0001. Attention: Rulemakings and
Adjudications staff. Hand deliver
comments to 11555 Rockville Pike,
Rockville, Maryland, between 7:30 a.m.
and 4:15 p.m. on Federal workdays.
Copies of comments received may be
examined at the NRC Public Document
Room at 2120 L Street NW. (Lower
level), Washington, DC, and are also
available at the NRC’s rulemaking Web
site at http://ruleforum.linl.gov. This
site also enables you to submit
comments. Comments may be uploaded
as files (any format), if your Web
browser supports that function. For
information about the interactive
rulemaking Web site, contact Ms. Carol
Gallagher, 301-415-5905; email:
cag@nrc.gov.

FOR FURTHER INFORMATION CONTACT:
Sandra S. Northern, Privacy Program

Officer, Freedom of Information/Privacy
Act Section, Information Services
Branch, Information Management
Division, Office of the Chief Information
Officer, U.S. Nuclear Regulatory
Commission, Washington, DC 20555—
0001, telephone: 301-415-6879; email:
ssn@nrc.gov.

SUPPLEMENTARY INFORMATION:

Republication of NRC’s Revised
Systems of Records Notices

With the exception of 4 new and 6
revised systems of records, these notices
were last published in the Federal
Register on July 7, 1993 (58 FR 36455—
36482). The new systems of records are
as follows: NRC—41, Tort Claims and
Personal Property Claims, was
published in the Federal Register on
May 8, 1996 (61 FR 20865), and became
effective on June 17, 1996; NRC—42,
Skills Assessment and Employee Profile
Records, was published in the Federal
Register on March 31, 1997 (62 FR
15207), and became effective on May 12,
1997; and, NRC—43, Employee Health
Center Records, and NRC—44, Employee
Fitness Center Records, were published
together in the Federal Register on
November 27, 1998 (63 FR 65620), and
both became effective on January 6,
1999. The revised systems of records are
as follows: NRC-3, Enforcement Actions
Against Individuals, was published in
the Federal Register on June 11, 1996
(61 FR 29578), and became effective on
July 22, 1996; NRC-18, Office of the
Inspector General (OIG) Investigative
Records, was published in the Federal
Register on July 26, 1995 (60 FR 38379),
and became effective on September 5,
1995; NRC-21, Payroll Accounting
Records, was published in the Federal
Register on September 9, 1997 (62 FR
47525), and became effective on October
9, 1997; NRC-22, Personnel
Performance Appraisals, was published
in the Federal Register on October 30,
1997 (62 FR 58758), and became
effective on October 30, 1997; NRC-32,
Office of the Chief Financial Officer
Financial Transactions and Debt
Collection Management Records, was
published in the Federal Register on
March 25, 1998 (63 FR 14497), and
became effective on May 4, 1998; and,
NRC-40, Facility Security Access
Control Records, was published in the
Federal Register on August 23, 1995 (60
FR 43821), and became effective on
October 2, 1995.

Three systems of records have been
revoked, NRC-1, Shared Information
Network (SINET)-NRC, NRC-12,
Government Motor Vehicle Operators
License Files-NRC, and NRC-29,

Nuclear Documents System (NUDOCS)—
NRC.

Proposed Revisions to Existing Systems
of Records

NRC is proposing to amend the
system notice for NRC-26,
“Administrative Services Files-NRC,”
(renamed NRC-26, “Full Share Program
Records-NRC,”) to authorize the
collection of social security numbers. A
social security number will be collected
when an employee uses their photo
identification badge to record receipt of
a metro check. The bar code on the
identification badge, which is scanned,
holds the employee’s social security
number. Employees, when badged,
signed a Privacy Act Statement
informing them that their badges may be
used for tracking applications within
the NRC for other than security access
purposes.

In addition, other minor changes are
being made to sections of NRC-26 to
make it more accurate and current.

NRC is also proposing to amend the
system notice for NRC—40, “Facility
Security Access Control Records-NRC,”
to add “‘digital image (picture) and
badge number” to the categories of
records in the system. These records
have been maintained as part of the
photo identification badge information,
but never noticed.

A new routine use is also being added
to NRC—40 permitting the use of
identification badge information for
tracking applications within the NRC for
other than security access purposes.
This will allow the identification badge,
which includes a bar code (social
security number), to be scanned for not
only access into secured areas, but also
for tracking applications such as, but
not limited to, systems that monitor the
individual’s receipt of government
property or funds. Individuals who
currently have the photo identification
badge with a bar code have signed a
Privacy Act Statement authorizing this
use of the information.

Another routine use is being added to
state that the information in this system
may be used to control access to NRC
classified information and to NRC
spaces by human or electronic means.
This routine use was noticed in the
Federal Register on July 7, 1993 (58 FR
36481). When the system notice was
revised on August 23, 1995 (60 FR
43821), this use was inadvertently
omitted.

In addition, other minor changes are
being made to sections of NRC—40 to
make it more accurate and current.

NRC is establishing a new system of
records entitled NRC-1, ‘“Parking Permit
Records—NRC,” to maintain parking



Federal Register/Vol. 65, No. 181/Monday, September 18, 2000/ Notices

56415

permit records previously, but
erroneously, included under NRC-24,
“Government Property Accountability
System—NRC.”” This system documents
issuance of parking permits for NRC-
controlled parking spaces at the
headquarters garage. Information in this
system is maintained to record amount
paid and revenue collected for parking;
determine priority for issuance of
permits; and to contact permit holders
in case of an emergency.

A report on the proposed revisions to
NRC-26 and NRC—40 and the new
system NRC-1 is being sent to the Office
of Management and Budget (OMB), the
Committee on Governmental Affairs of
the U.S. Senate, and the Committee on
Government Reform and Oversight of
the U.S. House of Representatives as
required by the Privacy Act and OMB
Circular No. A-130, Appendix [,
“Federal Agency Responsibilities for
Maintaining Records About
Individuals.”

Privacy Act Systems Nuclear
Regulatory Commission

NRC Systems of Records

1. Parking Permit Records—NRC.

2. Biographical Information Records—
NRC.

3. Enforcement Actions Against
Individuals—NRC.

4. Conflict of Interest Files—NRC.

5. Contracts Records Files—NRC.

6. Discrimination Cases—NRC.

7. Telephone Call Detail Records—
NRC.

8. Employee Appeals, Grievances, and
Complaints Records—NRC.

9. Equal Employment Opportunity
Discrimination Complaint Files—NRC.

10. Freedom of Information Act
(FOIA) and Privacy Act (PA) Requests
Records—NRC.

11. General Personnel Records
(Official Personnel Folder and Related
Records)—NRC.

12. (Revoked.)

13. Incentive Awards Files—NRC.

14. Employee Assistance Program
Files—NRC.

15. Employees on Standards
Developing Bodies Files—NRC.

16. Facility Operator Licensees
Record Files (10 CFR Part 55)—NRC.

17. Occupational Injuries and Illness
Records—NRC.

18. Office of the Inspector General
(OIG) Investigative Records—NRC.

19. Official Personnel Training
Records Files—NRC.

20. Official Travel Records—NRC.

21. Payroll Accounting Records—
NRC.

22. Personnel Performance
Appraisals—NRC.

23. Office of Investigations Indices,
Files, and Associated Records—NRC.

24. Government Property
Accountability System—NRC.

25. Oral History Program—NRC.

26. Full Share Program Records—
NRC.

27. Radiation Exposure Information
and Reports System (REIRS) Files—
NRC.

28. Recruiting, Examining, and
Placement Records—NRC.

29. (Revoked.)

30. Manpower Resource Tracking
System—NRC.

31. Correspondence and Records,
Office of the Secretary—NRC.

32. Office of the Chief Financial
Officer Financial Transactions and Dept
Collection Management Records—NRC.

33. Special Inquiry File—NRC.

34. Advisory Committee on Reactor
Safeguards (ACRS) and Advisory
Committee on Nuclear Waste (ACNW)
Correspondence Index, Text/Imaging
Management System and Associated
Records—NRC.

35. Drug Testing Program Records—
NRC.

36. Employee Locator Records Files—
NRC.

37. Information Security Files and
Associated Records—NRC.

38. Mailing Lists—NRC.

39. Personnel Security Files and
Associated Records—NRC.

40. Facility Security Access Control
Records—NRC.

41. Tort Claims and Personal Property
Claims Records—NRC.

42. Skills Assessment and Employee
Profile Records—NRC.

43. Employee Health Center
Records—NRC.

44. Employee Fitness Center
Records—NRC.

These systems of records are those
systems maintained by the NRC that
contain personal information about
individuals, and from which personal
information can be retrieved by
reference to an individual identifier.

The notice for each system of records
states the name and location of the
record system, the authority for and
manner of its operation, the categories
of individuals that it covers, the types
of records that it contains, the sources
of information in those records, and the
proposed “routine uses” of each system
of records. Each notice also includes the
business address of the NRC official
who will inform interested persons of
the procedures whereby they may gain
access to and correct records pertaining
to themselves.

One of the purposes of the Privacy
Act, as stated in section 2(b)(4) of the
Act, is to provide certain safeguards for

an individual against an invasion of
personal privacy by requiring Federal
agencies to * * * disseminate any
record of identifiable personal
information in a manner that assures
that such action is for a necessary and
lawful purpose, that information is
current and accurate for its intended
use, and that adequate safeguards are
provided to prevent misuse of such
information.” The NRC intends to
follow these principles in transferring
information to another agency or
individual as a “routine use,” including
assurance that the information is
relevant for the purposes for which it is
transferred.

Prefatory Statement of General Routine
Uses

The following routine uses apply to
each system of records notice set forth
below which specifically references this
Prefatory Statement.

1. If a system of records maintained
by the NRC to carry out its functions
indicates a violation of law, whether
civil, criminal, or regulatory in nature,
and whether arising by general statute
or particular program statute, or by
regulation, rules, or order issued
pursuant thereto, the relevant records in
the system of records may be referred,
as a routine use, to the appropriate
agency, whether Federal, State, local, or
foreign, charged with the responsibility
of investigating or prosecuting such
violation or charged with enforcing or
implementing the statute, or rule,
regulation, or order issued pursuant
thereto.

2. A record from this system of
records may be disclosed, as a routine
use, to a Federal, State, local, or foreign
agency, if necessary, to obtain
information relevant to an NRC decision
concerning the hiring or retention of an
employee, the issuance of a security
clearance, the letting of a contract, or
the issuance of a license, grant, or other
benefit.

3. A record from this system of
records may be disclosed, as a routine
use, to a Federal, State, local, or foreign
agency in response to its request, in
connection with the hiring or retention
of an employee, the issuance of a
security clearance, the reporting of an
investigation of an employee, the letting
of a contract, or the issuance of a
license, grant, or other benefit by the
requesting agency, to the extent that the
information is relevant and necessary to
the requesting agency’s decision on the
matter.

4. A record from this system of
records may be disclosed, as a routine
use, in the course of discovery and in
presenting evidence to a court,
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magistrate, administrative tribunal, or
grand jury, including disclosures to
opposing counsel in the course of
settlement negotiations.

5. Disclosure may be made, as a
routine use, to a Congressional office
from the record of an individual in
response to an inquiry from the
Congressional office made at the request
of that individual.

6. A record from this system of
records may be disclosed, as a routine
use, to NRC-paid experts, consultants,
and others under contract with the NRC,
on a “need-to-know” basis for a purpose
within the scope of the pertinent NRC
contract. This access will be granted to
an NRC contractor by a system manager
only after satisfactory justification has
been provided to the system manager.

NRC-1

SYSTEM NAME:
Parking Permit Records-NRC.

SYSTEM LOCATION:

Office of Administration,
Administrative Services Center, NRC,
One White Flint North, 11555 Rockville
Pike, Rockville, Maryland.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Employees and contractors who apply
for parking permits for NRC-controlled
parking spaces.

CATEGORIES OF RECORDS IN THE SYSTEM:

These records consist of the
applications and the revenue collected
for the headquarters buildings garage.
The application includes the applicant’s
name, address, telephone number,
length of service and vehicle
information.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

31 U.S.C. 3511, 41 CFR 101-20.104,
Parking Facilities; Management
Directive 13.4, ““Transportation
Management,” Part I, “White Flint
North Parking Procedures”.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information in these records may be
used:

a. To record amount paid and revenue
collected for parking;

b. To contact permit holder in case of
an emergency;

c. To determine priority for issue of
permits; and

d. For the routine uses specified in
paragraph numbers 1, 4, 5, and 6 in the
Prefatory Statement.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE!

Maintained on paper in file folders
and on computer media.

RETRIEVABILITY:

Accessed by name, tag number and
permit number.

SAFEGUARDS:

Paper records and backup disks are
maintained in locked file cabinets under
visual control of the Administrative
Services Center. Computer files are
maintained on a hard drive, access to
which is password protected. Access to
and use of these records are limited to
those persons whose official duties
require access.

RETENTION AND DISPOSAL:

Records are retained for up to 3 years
after a permit holder ceases to purchase
a permit, then they are destroyed by
shredding or in the regular trash
disposal system. The automated records
are destroyed when no longer needed.

SYSTEM MANAGER(S) AND ADDRESS:

Chief, Administrative Services Center,
Division of Administrative Services,
Office of Administration, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555-0001.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether this system of records contains
information pertaining to themselves
should write to the Freedom of
Information Act and Privacy Act (FOIA/
PA) Officer, Office of the Chief
Information Officer, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555-0001, and comply with the
procedures contained in NRC’s Privacy
Act regulations, 10 CFR part 9.

RECORD ACCESS PROCEDURES:
Same as “Notification procedure.”

CONTESTING RECORD PROCEDURES:
Same as “Notification procedure.”

RECORD SOURCE CATEGORIES:

Applications submitted by NRC
employees and contractors.

NRC-2

SYSTEM NAME:

Biographical Information Records—
NRC.

SYSTEM LOCATION:

Office of Public Affairs, NRC, One
White Flint North, 11555 Rockville
Pike, Rockville, Maryland.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Commissioners, members of the
Atomic Safety and Licensing Board
Panel, Office of Commission Appellate
Adjudication panel members, and
senior NRC staff members.

CATEGORIES OF RECORDS IN THE SYSTEM:

These records contain information
relating to education and training,
employment history, and other general
biographical data relating to the
Commissioners, members of the Atomic
Safety and Licensing Board Panel,
Office of Commission Appellate
Adjudication panel members, and
senior NRC staff members. Photographs
of Commissioners are also contained in
this system.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

42 U.S.C. 2241, 5841, 5843(a),
5844(a), 5845(a), and 5849 (1994—-1996).

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information in these records may be
used:

a. To provide information to the press;

b. To provide information to other
persons and agencies requesting this
information; and

c. For the routine uses specified in
paragraph numbers 5 and 6 of the
Prefatory Statement.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE!

Paper records are maintained in file
folders.

RETRIEVABILITY:
Records are accessed by name.

SAFEGUARDS:!

Maintained in unlocked file cabinets.
Access to and use of these records are
limited to those persons whose official
duties require such access.

RETENTION AND DISPOSAL:

Retained until updated or association
with NRC is discontinued, then
destroyed through regular trash disposal
system.

SYSTEM MANAGER(S) AND ADDRESS:

Director, Office of Public Affairs, U.S.
Nuclear Regulatory Commission,
Washington, DC 20555-0001.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether this system of records contains
information pertaining to themselves
should write to the Freedom of
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Information Act and Privacy Act (FOIA/
PA) Officer, Office of the Chief
Information Officer, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555-0001, and comply with the
procedures contained in NRC’s Privacy
Act regulations, 10 CFR part 9.

RECORD ACCESS PROCEDURES:
Same as “Notification procedure.”

CONTESTING RECORD PROCEDURES:
Same as “Notification procedure.”

RECORD SOURCE CATEGORIES:

Information in this system of records
is provided by each individual and
approved for use by the individual
involved.

NRC-3

SYSTEM NAME:

Enforcement Actions Against
Individuals—NRC.

SYSTEM LOCATION:

Primary system—Office of
Enforcement, NRC, One White Flint
North, 11555 Rockville Pike, Rockville,
Maryland.

Duplicate systems—Duplicate systems
may exist, in whole or in part, at the
NRC Regional Offices at the locations
listed in Addendum I, Part 2, and in the
Office of the General Counsel, NRC, One
White Flint North, 11555 Rockville
Pike, Rockville, Maryland.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals involved in NRC-licensed
activities who have been subject to NRC
Enforcement Actions or who have been
the subject of correspondence indicating
that they are being, or have been,
considered for enforcement action.

CATEGORIES OF RECORDS IN THE SYSTEM:

The system includes, but is not
limited to, individual enforcement
actions, including Orders, Notices of
Violations with and without Civil
Penalties, Orders Imposing Civil
Penalties, Letters of Reprimand,
Demands for Information, and letters to
individuals who are being considered
for enforcement action or have been
considered. Also included are responses
to these actions and letters. In addition,
the files may contain other relevant
documents directly related to those
actions and letters that have been
issued. Files are arranged numerically
by Individual Action (IA) number,
which is assigned as individual
enforcement actions are issued. In
instances where only letters are issued,
these letters also receive IA numbers.
The system includes a computerized
database from which information is

retrieved by names of the individuals
subject to the action and IA numbers.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
42 U.S.C. 2114, 2167, 2201(i), and
2282 (1994-1996).

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to the disclosures
permitted under subsection (b) of the
Privacy Act, the NRC may disclose
information contained in this system of
records without the consent of the
subject individual if the disclosure is
compatible with the purpose for which
the record was collected under the
following routine uses:

a. To respond to general information
requests from the Congress;

b. To deter future violations, certain
information in this system of records
may be routinely disseminated to the
public by means such as publishing in
the Federal Register certain
enforcement actions issued to
individuals; making the information
available at the NRC Web Site and/or
NRC Public Document Room; and
listing all individuals currently subject
to an order that affects their
participation in licensed activities in
NUREG-0940, Part I, “Enforcement
Actions: Significant Actions Resolved,
Individual Actions” published
semiannually. Copies of NUREG-0940,
Part [, are sent to all power reactor
licensees and major materials licensees,
and are made available to other
licensees and the general public on
request;

c. When considered appropriate for
disciplinary purposes, information in
this system of records, such as
enforcement actions and hearing
proceedings, may be disclosed to a bar
association, or other professional
organization performing similar
functions, including certification of
individuals licensed by NRC or
Agreement States to perform specified
licensing activity;

d. Where appropriate to ensure the
public health and safety, information in
this system of records, such as
enforcement actions and hearing
proceedings, may be disclosed to a
Federal or State agency with licensing
jurisdiction;

e. To the National Archives and
Records Administration or to the
General Services Administration for
records management inspections
conducted under 44 U.S.C. 2904 and
2906; and

f. For the routine uses specified in
paragraphs 1, 2, 3, 4, and 5 of the
Prefatory Statement of General Routine
Uses.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Records are maintained on paper in
file folders, on computer printouts, and
on computer media.

RETRIEVABILITY:

Records are accessed by individual
action file number or by the name of the
individual.

SAFEGUARDS:

Records are maintained in lockable
file cabinets or computer databases.
Access to and use of these records is
limited to those NRC employees whose
official duties require access. Access to
automated records requires use of
proper password and user identification
codes. Paper files are under visual
control during duty hours.

RETENTION AND DISPOSAL:

Enforcement Action Case Files and
related indexes are currently
unscheduled and must be retained until
a records disposition schedule for this
material is approved by the National
Archives and Records Administration.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Office of Enforcement, U.S.

Nuclear Regulatory Commission,

Washington, DC 20555—0001.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether this system of records contains
information pertaining to themselves
should write to the Freedom of
Information Act and Privacy Act (FOIA/
PA) Officer, Office of the Chief
Information Officer, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555-0001, and comply with the
procedures contained in NRC’s Privacy
Act regulations, 10 CFR part 9.

RECORD ACCESS PROCEDURES:
Same as “Notification Procedure.”

CONTESTING RECORD PROCEDURES:
Same as “Notification Procedure.”

RECORD SOURCE CATEGORIES!

Information in the records is
primarily obtained from NRC inspectors
and investigators and other NRC
employees, individuals to whom a
record pertains, authorized
representatives for these individuals,
and NRC licensees, vendors, other
individuals regulated by the NRC, and
persons making allegations to the NRC.

NRC—-4

SYSTEM NAME:
Conflict of Interest Files—NRC.
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SYSTEM LOCATION:

Primary system—Office of the General
Counsel, NRC, One White Flint North,
11555 Rockville Pike, Rockville,
Maryland.

Duplicate systems—Duplicate systems
exist, in whole or in part, at the
locations listed in Addendum I, Parts 1
and 2.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Persons who are employees, special
Government employees, former
employees, advisory committee
members, and consultants of NRC.

CATEGORIES OF RECORDS IN THE SYSTEM:

These records contain information
relating to:

a. General biographical data (i.e.,
name, birth date, home address,
position title, home and business
telephone numbers, citizenship,
educational history, employment
history, professional society
memberships, honors, fellowships
received, publications, licenses, and
special qualifications);

b. Financial status (i.e., nature of
financial interests and in whose name
held, creditors, character of
indebtedness, interest in real property,
monthly U.S. Civil Service Annuity, and
status as Uniformed Services Retired
Officer);

c. Certifications by employees that
they and members of their families are
in compliance with the Commission’s
stock ownership regulations;

d. Requests for approval of outside
employment by NRC employees and
NRC responses thereto;

e. Advice and determinations (i.e., no
conflict or apparent conflict of interest,
questions requiring resolution, steps
taken toward resolution); and

f. Information pertaining to
appointment (i.e., proposed period of
NRC service, estimated number of days
of NRC employment during period of
service, proposed pay, clearance status,
description of services to be performed
and explanation of need for the services,
justification for proposed pay,
description of expenses to be
reimbursed and dollar limitation, and
description of Government-owned
property to be in possession of
appointee).

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 CFR 2634-2640, 5801 (2000): 18
U.S.C. 201-209 (1999); Executive Order
12731 (October 17, 1990); Ethics in
Government Act of 1978; as amended.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information in these records may be
used:

a. To provide the Department of
Justice, Office of Personnel
Management, Office of Government
Ethics, Office of Special Counsel, and/
or Merit Systems Protection Board with
information concerning an employee in
instances where this office has reason to
believe a Federal law may have been
violated or where this office desires the
advice of the Department, Office, or
Board concerning potential violations of
Federal law; and b. For any of the
routine uses specified in the Prefatory
Statement.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:
STORAGE:

Paper records are maintained in file
folders. Records are also maintained on
computer media.

RETRIEVABILITY:
Records are accessed by name.

SAFEGUARDS:!

Records are maintained in locked file
cabinets and in computer files that can
only be accessed by the appropriate
personnel.

RETENTION AND DISPOSAL:

Records are destroyed when 6 years
old; except that documents needed in an
ongoing investigation will be retained
until no longer needed in the
investigation. Computer files are deleted
after the expiration of the retention
period authorized for the disposable
hard copy file or when no longer
needed, whichever is later.

SYSTEM MANAGER(S) AND ADDRESS:
Assistant General Counsel for Legal
Counsel, Legislation, and Special
Projects, Office of the General Counsel,
U.S. Nuclear Regulatory Commission,
Washington, DC 20555-0001.

NOTIFICATION PROCEDURE:!

Individuals seeking to determine
whether this system of records contains
information pertaining to themselves
should write to the Freedom of
Information Act and Privacy Act (FOIA/
PA) Officer, Office of the Chief
Information Officer, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555-0001, and comply with the
procedures contained in NRC’s Privacy
Act regulations, 10 CFR part 9.

RECORD ACCESS PROCEDURES:
Same as “Notification procedure.”

CONTESTING RECORD PROCEDURES:
Same as “Notification procedure.”

RECORD SOURCE CATEGORIES:

Information in this system of records
either comes from the individual to
whom it applies, or is derived from
information he or she supplied, or
comes from the office to which the
individual is to be assigned, other NRC
offices, or other persons such as
attorneys.

NRC-5

SYSTEM NAME:
Contracts Records Files—NRC.

SYSTEM LOCATION:

Primary system—Division of
Contracts and Property Management,
NRC, Two White Flint North, 11545
Rockville Pike, Rockville, Maryland.

Duplicate systems—Duplicate systems
exist, in whole or in part, at the
locations listed in Addendum I, Parts 1
and 2.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

NRC employees substantially
involved with contracting, such as
Project Officers and Procurement
Officials. Persons who are employed as
NRC contractors.

CATEGORIES OF RECORDS IN THE SYSTEM:

These records contain personal
information (such as technical
qualifications, education, rates of pay,
employment history) of contractors and
their employees, and other contracting
records. They also contain evaluations,
recommendations, and reports of NRC
procurement officials, assessment of
contractor performance, Invoice
Tracking Systems, and related
information.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

44 U.S.C. 3301; 42 U.S.C. 205, et al.;
31 U.S.C. 3511; 48 CFR Subpart 4.8; 41
CFR Chapter 201, Subchapter B, Parts
1-20; NRC Management Directive 3.53,
Records Management.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information in these records may be
used:

a. To provide information to the
Federal Procurement Data Center,
Department of Health and Human
Services, Defense Contract Audit
Agency, General Accounting Office, and
other Federal agencies for audits and
reviews; and

b. For any of the routine uses
specified in the Prefatory Statement.
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POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE!

Records are maintained in file folders
and computer media.

RETRIEVABILITY:

Paper records are accessed by contract
number, taxpayer identification number
(TIN) and purch